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The information in this prospectus is not complete and may be changed. We and the selling stockholders may not sell these securities until the
registration statement filed with the Securities and Exchange Commission is effective. This prospectus is not an offer to sell these securities and we and
the selling stockholders are not soliciting offers to buy these securities in any jurisdiction where the offer or sale is not permitted.

PROSPECTUS (Subject to Completion)

Issued February 3, 2014

            Shares

COMMON STOCK

FireEye, Inc. is offering             shares of its common stock. Certain stockholders of FireEye, Inc. identified in this prospectus are offering
an additional             shares. We will not receive any of the proceeds from the sale of the shares being sold by the selling stockholders.

Our common stock is listed on The NASDAQ Global Select Market under the symbol �FEYE.� On January 31, 2014, the last reported sale
price of our common stock on The NASDAQ Global Select Market was $72.99 per share.

We are an �emerging growth company� under the U.S. federal securities laws and are subject to reduced public
company reporting requirements. Investing in our common stock involves risks. See �Risk Factors� beginning on
page 15.
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PRICE $         A SHARE

Price to

Public

Underwriting

Discounts and

Commissions(1)

Proceeds to

FireEye
Proceeds to Selling

Stockholders
Per Share $        $        $        $        
Total $        $        $        $        
(1) See �Underwriters� beginning on page 174 for additional information regarding underwriting compensation.

The underwriters have the option to purchase up to             additional shares from us and             additional shares from the selling stockholders
identified in this prospectus at the public offering price less the underwriting discount to cover over-allotments.

The Securities and Exchange Commission and any state securities regulators have not approved or disapproved of these securities, or
determined if this prospectus is truthful or complete. Any representation to the contrary is a criminal offense.

The underwriters expect to deliver the shares of common stock to purchasers on                     , 2014.

MORGAN STANLEY

                    , 2014
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You should rely only on the information contained in this prospectus or contained in any free writing prospectus filed with the Securities and
Exchange Commission. Neither we, the selling stockholders nor any of the underwriters have authorized anyone to provide any information or
make any representations other than those contained in this prospectus or in any free writing prospectus filed with the Securities and Exchange
Commission. We take no responsibility for, and can provide no assurance as to the reliability of, any other information that others may give you.
We are offering to sell, and seeking offers to buy, shares of common stock only in jurisdictions where offers and sales are permitted. The
information contained in this prospectus is accurate only as of the date of this prospectus, regardless of the time of delivery of this prospectus or
of any sale of the common stock. Our business, financial condition, results of operations and prospects may have changed since such date.

For investors outside of the United States: Neither we, the selling stockholders nor any of the underwriters have done anything that would permit
this offering or possession or distribution of this prospectus in any jurisdiction where action for that purpose is required, other than in the United
States. You are required to inform yourselves about, and to observe any restrictions relating to, this offering and the distribution of this
prospectus outside of the United States.
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PROSPECTUS SUMMARY

This summary highlights information contained elsewhere in this prospectus. This summary is not complete and does not contain all of the
information you should consider in making your investment decision. You should read the following summary together with the more detailed
information appearing elsewhere in this prospectus, including �Risk Factors,� �Management�s Discussion and Analysis of Financial Condition
and Results of Operations� and our consolidated financial statements and related notes before deciding whether to purchase shares of our
common stock.

FIREEYE, INC.

Overview

We provide a comprehensive solution of products and services for detecting, preventing and resolving advanced cybersecurity threats. We have
invented a purpose-built, virtual machine-based security platform that provides real-time protection to enterprises and governments worldwide
that are facing the next generation of cyber attacks. Our technology approach represents a paradigm shift from how IT security has been
conducted since the earliest days of the information technology industry. The core of our purpose-built, virtual machine-based security platform
is our virtual execution, or MVX, engine, which identifies and protects against known and unknown threats that existing signature-based
technologies are unable to detect. The new generation of cyber attacks on organizations, including large and small enterprises and governments
worldwide, is characterized by an unprecedented escalation in the complexity and scale of advanced malware created by criminal organizations
and nation-states. These highly sophisticated cyber attacks routinely circumvent traditional signature-based defenses by launching dynamic,
stealthy and targeted malware that penetrates defenses in multiple stages and through multiple entry points of an IT network. Our proprietary
virtual machine-based technology represents a new approach to detecting these cyber attacks in real time with high efficacy while also scaling in
response to ever-increasing network performance requirements. We believe it is imperative for organizations to invest in this new approach to
security to protect their critical assets, such as intellectual property and customer and financial data, from the global pandemic of cybercrime,
cyber espionage and cyber warfare.

Our over nine years of research and development in proprietary virtual machine technology, anomaly detection and associated heuristic, or
experience-based, algorithms enables us to provide real-time, dynamic threat protection without the use of signatures while delivering high
efficacy and network performance. We provide a comprehensive platform that employs a virtualized execution engine and a cloud-based threat
intelligence network that uniquely protects organizations from next-generation threats at all stages of the attack lifecycle and across all primary
threat vectors, including Web, email, file and mobile. Our MVX engine detonates, or �runs,� Web objects, suspicious attachments and files within
purpose-built virtual machine environments to detect and block the full array of next-generation threats, including attacks that leverage unknown
vulnerabilities in widely used software programs, also known as �zero-day� attacks. Newly identified threats are quarantined to prevent exposure
to the organization�s actual network environment, and information regarding such threats is sent to our Dynamic Threat Intelligence, or DTI,
cloud. Our DTI cloud enables real-time global sharing of threat intelligence uploaded by our customers� cloud-connected FireEye appliances. In
over 95% of our prospective customer evaluations, we have discovered incidents of next-generation threats that were conducting malicious
activities and that successfully evaded the prospective customers� existing security infrastructure, including traditional firewalls, next-generation
firewalls, intrusion prevention systems, anti-virus software, email security and Web filtering appliances. By deploying our platform,
organizations can stop inbound attacks and outbound theft of valuable intellectual property and data with a negligible false-positive rate,
enabling them to avoid potentially catastrophic financial and intellectual property losses, reputational harm and damage to critical
infrastructures.

In December 2013, we acquired privately held Mandiant Corporation, or Mandiant, the leading provider of advanced endpoint security incident
response management solutions. FireEye and Mandiant have been strategic
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partners with integrated product offerings since April 2012. We believe the combination of the two companies deepens this partnership and
creates the industry�s leading advanced threat protection vendor with the ability to find and stop attacks at every stage of the attack life cycle. The
combination of our industry leading security products and threat intelligence with products and services from Mandiant enables us to provide a
complete solution for detecting, preventing and resolving advanced cybersecurity threats.

Our platform is delivered through a family of software-based appliances and includes our cloud subscription services as well as support and
maintenance services. Our principal threat prevention appliance families address four critical vectors of attack: Web, email, file and mobile. We
also provide a family of threat prevention appliances that enable rapid identification and remediation of attacks that have penetrated and are
residing on an organization�s endpoints, such as desktop computers, laptops, or mobile devices. Our management appliances serve as a central
nervous system unifying reporting and configuration, while monitoring and correlating attacks that simultaneously cross multiple vectors of the
network, thereby increasing the efficacy of our security platform. Our management appliances enable us to share intelligence regarding threats at
a local implementation level and also across the organization. In addition, we enhance the efficacy of our solution by sharing with customers
anonymized global threat data through our DTI cloud. We also offer a forensic analysis appliance that provides IT security analysts with the
ability to test, characterize and conduct forensic examinations on next-generation cyber attacks by simulating their execution path with our
virtual machine technology. Our cloud-based mobile threat prevention platform identifies and stops mobile threats by analyzing mobile
applications within our MVX engine. Finally, we offer incident response and managed services to assist our customers who have been breached
as part of our full service solution to combat advanced threats.

Our sales model consists of a direct sales team and channel partners that collaborate to identify new sales prospects, sell products and services,
and provide post-sale support. We believe this approach allows us to maintain face-to-face connectivity with our customers, including key
enterprise accounts, and helps us support our partners, while leveraging their reach and capabilities. Further, we believe our leading incident
response capabilities position us as a trusted advisor to our customers and offer us the opportunity to help customers prevent future breaches
through the use of our products and services. As of September 30, 2013, we had over 1,300 end-customers across more than 40 countries,
including over 100 of the Fortune 500. Our customers include leading enterprises in a diverse set of industries, including telecommunications,
technology, financial services, public utilities, healthcare and oil and gas, as well as leading U.S. and international governmental agencies.

For 2010, 2011 and 2012, our revenue was $11.8 million, $33.7 million and $83.3 million, respectively, representing year-over-year growth of
186% for 2011 and 148% for 2012, and our net losses were $9.5 million, $16.8 million and $35.8 million, respectively. For the nine months
ended September 30, 2012 and 2013, our revenue was $51.6 million and $104.3 million, respectively, representing year-over-year growth of
150% and 102%, and our net losses were $23.2 million and $118.1 million, respectively. Subscription and services revenue has increased as a
percentage of revenue over the last three years, from 21% in 2010 to 37% in 2012 and to 46% during the nine months ended September 30,
2013, while our product revenue has decreased as a percentage of revenue, from 79% in 2010 to 63% in 2012 and to 54% during the nine
months ended September 30, 2013. The increase in subscription and services revenue as a percentage of total revenue is primarily due to the
growth of our installed base in conjunction with the increase in product sales and renewals of the related subscription and services from existing
customers.

Industry Background

Organizations Are Spending Billions On Legacy Signature-Based Security Technologies

Organizations today are embracing a confluence of technologies to enhance the productivity of their employees, generate new revenue sources
and improve their operating efficiency. These technologies include
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cloud services, mobile computing and online services and social networking sites, such as LinkedIn, Facebook and Twitter. This greater reliance
on information technology has significantly increased the attack surface within these organizations that is vulnerable to potential security attacks
and has resulted in significant investments in IT security to help protect against a myriad of potential threats. According to IDC, a global market
research firm, 2013 worldwide IT security spending was approximately $16.8 billion, including investments in traditional security technologies
such as firewalls, virtual private networking, Web security, unified threat management, intrusion detection and prevention, messaging security
and corporate endpoint security.1

To date, organizations have deployed IT security products to defend against earlier generations of security threats by utilizing legacy
signature-based threat protection technology. The signature model works by forensically examining the code base of known malware and, if no
match is found, subsequently developing a signature that network security devices can match against future incoming traffic. These signatures
are gathered by IT security companies and distributed periodically to organizations that subscribe to the company�s update service. This
signature-based approach is the principal foundation of existing IT threat protection technologies.

The Threat Landscape Has Evolved: Organizations Face A New Generation Of Threat Actors

The historical threat landscape was defined by amateur hackers who launched attacks principally for fame or mischief. While these hackers
garnered a lot of press, they caused relatively little damage, and signature-based security solutions were effective at detecting and preventing
them. Today�s organizations face an advanced malware pandemic of unprecedented severity led by �advanced persistent threat actors,� such as
cyber-criminal organizations, nation-states and hacktivists, who are utilizing highly sophisticated next-generation threats to circumvent
traditional IT defenses at an alarming rate. Cybercriminals are expending significant resources to exfiltrate sensitive intellectual property and
personal data, causing financial and reputational damage; nation-states are pursuing cyber espionage and warfare targeting critical infrastructure,
such as power grids and highly sensitive information that can threaten national security; and hacktivists, who are ideologically driven, are
defacing Websites, stealing information and launching denial of service attacks.

Next-Generation Threats Exhibit A Unique Set Of Challenges

Next-generation threats, utilized by advanced persistent threat actors, are fundamentally different from earlier generation threats, with a unique
set of characteristics that create a new set of detection and prevention challenges. One of the most dangerous characteristics of next-generation
threats is their ability to take advantage of a previously unknown vulnerability in widely used software programs, creating what is known as �zero
day� threats. By exploiting this vulnerability, significant damage can be done because it can take days before signature-based software vendors
discover the vulnerability and patch it, and an even longer period of time for traditional security products to update their signature databases
accordingly. Next-generation threats are stealthy by design and are significantly harder to detect. Further compounding the problem,
next-generation threats are dynamic, or polymorphic, meaning they are designed to mutate quickly and retain their function while changing their
code, making it almost impossible for traditional signature technologies that rely on pattern matching to detect them. These threats are also
targeted, which enables them to present specific individuals within organizations� networks with customized messages or content that maximizes
the likelihood of the individual becoming an unwitting accomplice to the attack. Next-generation threats are also persistent and can perform
malicious activity over a significantly longer period of time by remaining in the network and spreading undetected across devices for a specific
period of time before conducting their activity, thereby resulting in higher damage potential. An additional level of complexity created by these
threats is that they can target all primary entry points of a network by launching advanced malware attacks at the organization through Web,
email, file and mobile vectors. These attacks may also include �blended attacks� that target multiple vectors simultaneously to gain entry to an
organization�s IT environment.

1 See note (2) in �Market and Industry Data.�
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Next-generation threats are significantly more complex in the way they carry out their attacks. The threats formulate over multiple steps, and
they are difficult to detect via legacy security technologies at each step. The typical next-generation attack lifecycle contains the following five
steps:

1. Initial Exploit: An exploit is typically a small amount of seemingly harmless content, often just a few hundred bytes in size, that
when inserted into vulnerable software can make the software execute code it was not programmed to run. The initial exploit phase is
critical and occurs when cyber attackers take advantage of inherent vulnerabilities in widely used software and applications, such as
Adobe Acrobat, Flash and Internet Explorer, to initially penetrate a victim system. The exploit is stealthy and its code can enter an
organization even when a user does nothing more than visit a Web page that has been compromised. Importantly, this entire process
happens within the compromised system�s random access memory and does not involve writing any files to the hard drive, making it
almost impossible to detect with legacy security solutions that are focused on examining files and executables once they are written
to the hard drive on a host computer.

2. Malware Download: Once the initial exploit is successful in penetrating a victim�s system, a larger malware program in the form of a
file can be downloaded onto the hard drive of the compromised system. Because the download is initiated by seemingly innocuous
software from inside the organization and the malware file can be obfuscated to seem harmless, legacy security systems cannot
detect the threat. As an example, the file can be presented as a .jpg (a picture) instead of an .exe (executable) file and therefore avoid
detection by legacy security technologies designed to look for executables. In addition, the malware program is encrypted and the
key to decrypt the file is only available in the exploit code. Therefore, only if a security product detects the initial exploit code, can it
collect the key to decrypt, detect and block the larger malware program.

3. Callback and Establish Control: After the larger malware download is successful, it will initiate an outbound connection to an
external command and control server operated by a threat actor. Once the program has successfully made a connection, the cyber
attacker has full control over the compromised host. Many legacy security solutions do not analyze outbound traffic for malicious
transmissions and destinations. Other solutions that attempt to detect malicious outbound transmissions can only find transmissions
to known destination IP addresses of servers, and are not able to identify malicious transmissions to unknown destinations.

4. Data Exfiltration: Having established a secure connection with the command and control server, the malware will proceed to take
control of the host computer as well as transfer sensitive data, such as intellectual property, credit card information, user credentials,
and sensitive file content. Because legacy security solutions cannot detect any of the previous three steps�exploit, malware download
and callback�they are unable to detect and block the outbound transfer of data.

5. Lateral Movement: At any point after the malware is downloaded, the malware may conduct reconnaissance across the network to
locate other vulnerable systems, and then spread laterally to file shares located deep within the organization�s network to search for
additional data that is valuable to exfiltrate. As the lateral movement is conducted within the enterprise, firewalls and other perimeter
security solutions focused on blocking malicious traffic from entering an organization are not able to detect the movement of
malware within the organization.

Existing Security Solutions Are Not Architected To Protect Against Next-Generation Threats

The evolving threat landscape has rendered traditional defenses incapable of protecting organizations against next-generation threats. This
includes traditional and next-generation firewalls, which provide the ability to manage policies for network and application traffic but are not
fundamentally designed to detect advanced cyber attacks in a granular and scalable fashion. In addition, although products like intrusion
prevention systems,
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or IPS, anti-virus, or AV, whitelisting and Web filtering technologies were designed with the intent of detecting the full spectrum of cyber
attacks, their signature-based approaches have left them increasingly unsuccessful in detecting and blocking next-generation threats.

Protecting Today�s IT Infrastructure Requires A Fundamentally Different Approach To Security

A solution to protect against next-generation threats needs to be built from the ground up and have the following key capabilities:

� detection and protection capability that overcomes the limitations of signature-based approaches;

� the ability to protect the organization�s infrastructure across multiple threat vectors;

� visibility into each stage of the attack life cycle and particularly the ability to detect and block attacks at the exploit phase;

� negligible false-positive rate, thereby allowing the organization�s IT infrastructure to be secure without hindering business
productivity;

� the ability to scan all relevant traffic without noticeable degradation of network performance;

� the ability to dynamically leverage knowledge gained by prior threat analysis;

� rapid deployment and streamlined management capabilities; and

� the ability to rapidly identify, contain and remediate breaches.

Our Solution

Our technology platform, built on our proprietary MVX engine, is able to identify and protect against known and unknown threats without
relying on existing signature-based technologies employed by legacy IT security vendors and best-of-breed point solution vendors. To
complement our threat prevention platform, our endpoint-based incident response technology platform enables rapid identification, containment
and remediation of attacks on the network. We also provide a team of industry-leading experts in the security industry and managed services to
help organizations respond faster to breaches and minimize the exposure to their businesses. The key benefits of our platform include:

� Proprietary MVX engine to enable dynamic, real-time protection against next-generation threats. Our virtual execution
technology detonates Web objects and suspicious attachments within purpose-built virtual machine environments in order to detect
and block the full array of next-generation threats. Our solution does not require a pre-existing signature of the threat to identify it.
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� Proactive defense from network to endpoint. Our broad product portfolio includes software-based appliances, cloud services and
endpoint solutions to protect against Web and email threat vectors, malware resident on file shares, malicious mobile applications
and targeted endpoints. We can also coordinate threat intelligence across all four vectors to further enhance our overall efficacy rates
and protect against blended attacks.

� Visibility of each stage of the attack life cycle and particularly the ability to detect and block attacks at the exploit phase. Our
platform enables a comprehensive, stage-by-stage analysis of next-generation threats, from initial system exploitation to data
exfiltration and lateral movement. Furthermore, because we can watch the execution path of the initial exploit with a high degree of
granularity, we have high detection accuracy at the exploit level.

� High efficacy next-generation threat detection. We can address hundreds of permutations of software versions targeted by advanced
malware attacks by concurrently deploying thousands of virtual machines across an organization�s network, allowing us to monitor
attempted exploits of multiple
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operating system and application versions and hundreds of object types at line speed. This approach allows for high detection
efficacy with negligible false-positive rates, resulting in minimal disruption to the business and IT organization.

� Real-time detection of all network traffic with negligible performance degradation. Our high-performance virtual machine
technology, working in concert with our DTI cloud and advanced heuristic algorithms, enables us to deliver industry-leading
protection against next-generation threats. Our appliances are capable of operating in-line, providing comprehensive and highly
accurate detection and protection without slowing down the network.

� Global cloud-based data sharing within and across organizations. Our Central Management System, or CMS, correlates threat
information generated by threat prevention appliances and facilitates rapid sharing of information across multiple appliances within a
customer environment as well as across customer networks around the world. In addition, by sharing anonymous real-time global
threat data through our DTI cloud, our customers have access to a system that leverages the network effects of a globally distributed,
automated threat analysis network.

� Rapid deployment and streamlined management capabilities. Our threat prevention appliances are easy to deploy with minimal
modification to existing networks and seamlessly integrate with other devices in such networks. These appliances are generally
deployed in a few hours and most often find existing next-generation threats immediately after deployment. Our CMS appliances
offer rich management capabilities, such as coordinating software upgrades, automating the configuration of multiple appliances and
presenting security data in an intuitive interface to facilitate reporting and auditing.

� Tightly integrated incident response, managed services and contextual data. Our in-depth understanding of advanced
threats and how they manifest themselves in a customer environment allows us to offer various high value-added security
services that complement our product portfolio, including managed defense and incident response and remediation
services.

Our Market Opportunity

According to IDC, worldwide IT security spending in 2013 was approximately $16.8 billion across firewalls, virtual private networking, Web
security, unified threat management, intrusion detection and prevention, messaging security and corporate endpoint security.2 While this
spending is focused principally on traditional IT security products, we believe the rise in next-generation threats is creating significant new
demand from organizations for products that offer advanced protection against this new threat paradigm. Gartner, Inc., a global market research
firm, estimates that, �By 2020, 60% of enterprise information security budgets will be allocated for rapid detection and response approaches, up
from less than 10% in 2013.�3 We believe our platform is essential to protect these organizations against next-generation threats. As organizations
seek new defenses against next-generation threats, we believe that our virtualization-based approach, which represents a paradigm shift from
how IT security has been conducted in the past, will take an increasing share of IT security spending from the traditional enterprise IT security
markets. Specifically, we believe this approach can be applied to initially supplement, and ultimately replace, any threat protection technology
that utilizes a traditional signature-based approach. These markets consist of Web security ($2.1 billion), messaging security ($2.6 billion),
intrusion detection and prevention ($1.9 billion) and corporate endpoint security ($3.7 billion), and aggregate to a total projected spending of
$10.3 billion in 2013, in each case according to IDC.2 We also provide solutions that address the IT security consulting industry, which was $6.2
billion in 2013, according to IDC.2

2 See note (2) in �Market and Industry Data.�
3 See note (1) in �Market and Industry Data.�
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Our Competitive Strengths

We have developed the following key competitive advantages that we believe will allow us to maintain and extend our leadership position:

� Leader in protecting organizations against the new breed of cyber attacks. We invented a purpose-built, virtual machine-based
security solution that provides real-time protection against next-generation threats, and we believe we are a leader in the market.

� Platform built from the ground up to address next-generation threats. We were founded with the sole purpose of developing a
platform to defend and block next-generation threats. Therefore, we developed a proprietary hypervisor (i.e., software that creates
and runs virtual machines) and MVX engine to meet the specific challenges associated with high throughput processing of
next-generation threats. Our MVX engine is designed to be undetectable by these new threats. We can run hundreds of permutations
of files, operating systems, software versions, languages and applications to mimic desktop operating environments and force
malicious software to reveal itself. In addition, our platform is scalable and can run over 1,000 concurrent virtual execution tasks on
a single appliance to simultaneously detect multiple threats.

� Unique capabilities across threat detection, prevention and resolution. We offer a comprehensive solution for detecting, preventing
and resolving advanced cybersecurity threats. The integration of detection and response provides a seamless solution that enables
more rapid threat identification and resolution and lowers the cost of ownership for customers by reducing the number of products
they would otherwise have to separately integrate. We believe we are the only vendor that offers an end-to-end solution for advanced
threat protection and that we are uniquely positioned to take advantage of the broad applicability of our platform to meet all of our
customers� advanced threat protection needs.

� Network effects from our customer base and DTI cloud. The combination of our global customer base of over 1,300 end-customers
with our over two million virtual machines across customer environments provides us with rich and broad sets of dynamic threat
protection data. We believe that by sharing this data with our global customer base, we are able to provide both a higher level of
protection and higher performance. This relationship between customers and differentiated threat intelligence drives a network effect
around our company, leading additional customers to be increasingly attracted to the depth and breadth of our capabilities and
intelligence.

� Strong management team with significant IT security expertise. We have a highly knowledgeable management team with extensive
IT security expertise. Our team includes experts with a strong track record of developing the fundamental new technologies behind
advanced malware detection.

� Comprehensive platform that enables modular deployment options. Our customers typically initially deploy our solution to provide
either Web, email, file or mobile protection and in conjunction with existing security solutions. Once deployed, our customers can
then deploy additional appliances to protect the first threat vector, as well as expand their level of protection to additional vectors to
achieve end-to-end protection for the primary vectors for next-generation threats to enter.

� Significant technology lead. Our technology is recognized as innovative and is protected by, among other things, a combination of
copyright, trademark and trade secret laws; confidentiality procedures and contractual provisions; and a patent portfolio including 16
issued and 72 pending U.S. patents.
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Our Strategy

Our objective is to be the global leader in virtual machine-based security solutions for the entire IT security market. The key elements of our
growth strategy include:

� Invest in research and development efforts to extend our technology leadership. We plan to build upon our current performance
and current technology leadership to enhance our product capabilities, such as protecting new threat vectors and providing focused
solutions for certain markets, such as small and medium-sized enterprises and service providers.

� Expand our sales organization to acquire new customers. We intend to continue to invest in our sales organization around the globe
as we pursue larger enterprise and government opportunities outside of the United States.

� Expand our channel relationship and develop our partner ecosystem. We have established a distribution channel program that, as
of September 30, 2013, had approximately 500 channel partners worldwide. We intend to continue adding distributors and resellers
and incentivizing them to drive greater sales to enable us to further leverage our internal sales organization.

� Drive greater penetration into our customer base. Typically, customers initially deploy our platform to protect a portion of their IT
infrastructure against one type of security threat, such as Web-based threats. We see a significant opportunity to upsell and cross sell
additional products, subscriptions and services as our customers realize the increasing value of our platform.

� Leverage our innovative virtual machine technology in additional product markets. We intend to apply our purpose-built virtual
machine security engine to any threat protection technology that utilizes a traditional signature-based approach, such as intrusion
prevention and related mobile security markets.

Risks Associated With Our Business

Our business is subject to numerous risks and uncertainties, including those highlighted in the section entitled �Risk Factors� immediately
following this prospectus summary. These risks include, among others, the following:

� if the IT security market does not continue to adopt our virtual machine-based security platform, our sales will not grow as quickly as
anticipated, or at all, and our business, results of operations and financial condition would be harmed;

� recent and future acquisitions and investments could disrupt our business and harm our financial condition and operating results;

� our limited operating history makes it difficult to evaluate our current business and prospects and may increase the risk that we will
not be successful;

� if we do not effectively expand and train our direct sales force, we may be unable to add new customers or increase sales to our
existing customers, and our business will be adversely affected;
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� if we fail to effectively manage our growth, our business, financial condition and results of operations would be harmed;

� fluctuating economic conditions make it difficult to predict revenue for a particular period, and a shortfall in revenue may harm our
operating results;

� our results of operations are likely to vary significantly from period to period, which could cause the trading price of our common
stock to decline; and
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� our directors, executive officers and each of our stockholders who owns greater than 5% of our outstanding common stock, in the
aggregate, will beneficially own approximately     % of the outstanding shares of our common stock after the completion of this
offering, which could limit your ability to influence the outcome of key transactions, including a change of control.

Corporate Information

Our principal executive offices are located at 1440 McCarthy Blvd., Milpitas, California 95035, and our telephone number is (408) 321-6300.
Our Website address is www.fireeye.com. Information contained on, or that can be accessed through, our Website is not incorporated by
reference into this prospectus, and you should not consider information on our Website to be part of this prospectus. We were incorporated in
Delaware in February 2004 under the name NetForts, Inc., and changed our name to FireEye, Inc. in September 2005.

The mark �FireEye,� the FireEye design logo and other trademarks or service marks of FireEye appearing in this prospectus are the property of
FireEye, Inc. This prospectus contains additional trade names, trademarks, and service marks of other companies, and such tradenames,
trademarks and service marks are the property of their respective owners. We do not intend our use or display of other companies� trade names,
trademarks, or service marks to imply a relationship with, or endorsement or sponsorship of us by, these other companies.

Emerging Growth Company

The Jumpstart Our Business Startups Act, or the JOBS Act, was enacted in April 2012 with the intention of encouraging capital formation in the
United States and reducing the regulatory burden on newly public companies that qualify as �emerging growth companies.� We are an emerging
growth company within the meaning of the JOBS Act. As an emerging growth company, we may take advantage of certain exemptions from
various public reporting requirements, including the requirement that our internal control over financial reporting be audited by our independent
registered public accounting firm pursuant to Section 404 of the Sarbanes-Oxley Act of 2002, certain requirements related to the disclosure of
executive compensation in this prospectus and in our periodic reports and proxy statements, and the requirement that we hold a nonbinding
advisory vote on executive compensation and any golden parachute payments. We may take advantage of these exemptions until we are no
longer an emerging growth company.

We will remain an emerging growth company until the earliest to occur of (i) the last day of the fiscal year in which we have more than $1.0
billion in annual revenue; (ii) the date we qualify as a �large accelerated filer,� with at least $700 million of equity securities held by non-affiliates;
(iii) the date on which we have issued, in any three-year period, more than $1.0 billion in non-convertible debt securities; and (iv) the last day of
the fiscal year ending after the fifth anniversary of the completion of our initial public offering on September 25, 2013.

For certain risks related to our status as an emerging growth company, see �Risk Factors�Risks Related to this Offering and Ownership of Our
Common Stock�We are an �emerging growth company,� and we cannot be certain if the reduced disclosure requirements applicable to emerging
growth companies will make our common stock less attractive to investors.�

9
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THE OFFERING

Common stock offered by us             shares

Common stock offered by the selling stockholders             shares

Over-allotment option being offered by us             shares

Over-allotment option being offered by the selling stockholders

            shares

Common stock to be outstanding after this offering             shares (            shares, if the underwriters exercise their
over-allotment option in full)

Use of proceeds We estimate that the net proceeds from this offering will be
approximately $         million, based on an assumed public offering
price of $         per share, the closing price of our common stock on
The NASDAQ Global Select Market on                     , 2014, after
deducting the underwriting discounts and commissions and
estimated offering expenses payable by us. The principal purposes
of this offering are to increase our capitalization and financial
flexibility, obtain additional capital, facilitate an orderly distribution
of shares for the selling stockholders in this offering and increase
our public float. We intend to use the net proceeds we receive from
this offering for general corporate purposes, including headcount
expansion, working capital, sales and marketing activities, product
development, general and administrative matters and capital
expenditures. We also may use a portion of the net proceeds from
this offering to acquire or invest in technologies, solutions or
businesses that complement our business, although we have no
present commitments to complete any such transactions at this time.
We will not receive any proceeds from the sale of shares offered by
the selling stockholders. See �Use of Proceeds� and �Principal and
Selling Stockholders.�

NASDAQ symbol �FEYE�

The number of shares of our common stock to be outstanding after this offering is based on 120,516,781 shares of our common stock
outstanding as of September 30, 2013, and excludes:

� 22,708,215 shares of common stock issuable upon the exercise of stock options outstanding as of September 30, 2013, with a
weighted-average exercise price of $5.17 per share;

� 5,321,333 shares of common stock issuable upon the exercise of stock options granted or assumed after September 30, 2013, with a
weighted-average exercise price of $12.63 per share, including 4,578,833 shares subject to options assumed in connection with our
acquisition of Mandiant;

� 505,500 shares of common stock issuable upon the vesting of restricted stock units outstanding as of September 30, 2013;

10
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� 1,284,350 shares of common stock issuable upon the vesting of restricted stock units granted after September 30, 2013;

� 5,000 shares of restricted common stock granted after September 30, 2013;

� 615,790 shares of common stock issuable upon the exercise of common stock warrants outstanding as of September 30, 2013, with a
weighted-average exercise price of $0.70 per share;

� 12,454,535 shares of common stock reserved for future grants as of September 30, 2013 under our 2013 Equity Incentive Plan
(which reserve includes 2,026,850 shares of common stock issuable upon the exercise of stock options and the vesting of restricted
stock units and 5,000 shares of restricted common stock granted after September 30, 2013, as described in the bullets above), plus an
additional 6,887,875 shares of common stock that became available for future grants under our 2013 Equity Incentive Plan as of
January 1, 2014 pursuant to provisions thereof that automatically increase the share reserve under such plan each year, as more fully
described in �Executive Compensation�Employee Benefit and Stock Plans�;

� 2,500,000 shares of common stock reserved for future issuance as of September 30, 2013 under our 2013 Employee Stock Purchase
Plan, plus an additional 1,377,575 shares of common stock that became available for future grants under our 2013 Employee Stock
Purchase Plan as of January 1, 2014 pursuant to provisions thereof that automatically increase the share reserve under such plan each
year, as more fully described in �Executive Compensation�Employee Benefit and Stock Plans�;

� any shares of common stock that become available subsequent to this offering under our 2013 Equity Incentive Plan and 2013
Employee Stock Purchase Plan pursuant to provisions thereof that automatically increase the share reserves under such plans each
year, as more fully described in �Executive Compensation�Employee Benefit and Stock Plans�; and

� 16,920,709 shares of common stock issued on December 30, 2013 in connection with our acquisition of Mandiant.

Except for historical financial statements and as otherwise indicated, all information in this prospectus assumes:

� no exercise of outstanding stock options or warrants subsequent to September 30, 2013;

� no vesting of outstanding restricted stock units subsequent to September 30, 2013; and

� no exercise of the underwriters� over-allotment option to purchase shares of common stock from us or from the selling stockholders in
this offering.
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SUMMARY CONSOLIDATED FINANCIAL DATA

The summary consolidated statements of operations data presented below for the years ended December 31, 2010, 2011 and 2012 are derived
from audited consolidated financial statements included elsewhere in this prospectus. The summary consolidated statements of operations data
presented below for the nine months ended September 30, 2012 and 2013, and the consolidated balance sheet data as of September 30, 2013, are
derived from unaudited interim consolidated financial statements included elsewhere in this prospectus. The unaudited interim consolidated
financial statements were prepared on a basis consistent with our audited consolidated financial statements and, in the opinion of management,
include all adjustments of a normal, recurring nature that are necessary for the fair presentation of the financial statements. The following
summary consolidated financial data should be read with �Management�s Discussion and Analysis of Financial Condition and Results of
Operations� and our consolidated financial statements and related notes included elsewhere in this prospectus. Our historical results are not
necessarily indicative of the results that may be expected for the full fiscal year or any period in the future.

Year Ended December 31,
Nine Months Ended

September 30,
2010 2011 2012 2012 2013

(In thousands, except per share data)
Consolidated Statements of Operations Data:
Revenue:
Product $ 9,270 $ 24,888 $ 52,265 $ 31,955 $ 55,957
Subscription and services 2,495 8,770 31,051 19,682 48,333

Total revenue 11,765 33,658 83,316 51,637 104,290
Cost of revenue:
Product(1) 2,054 5,690 14,467 9,400 18,124
Subscription and services 277 1,590 3,163 2,183 12,481

Total cost of revenue 2,331 7,280 17,630 11,583 30,605

Total gross profit 9,434 26,378 65,686 40,054 73,685
Operating expenses:
Research and development(1) 5,291 7,275 16,522 9,814 44,570
Sales and marketing(1) 11,357 30,389 67,562 42,788 110,577
General and administrative(1) 1,943 4,428 15,221 8,898 29,385

Total operating expenses 18,591 42,092 99,305 61,500 184,532

Operating loss (9,157) (15,714) (33,619) (21,446) (110,847) 
Interest income 3 3 7 5 53
Interest expense (158) (194) (537) (377) (519) 
Other expense, net (156) (806) (2,572) (1,248) (7,129) 

Loss before income taxes (9,468) (16,711) (36,721) (23,066) (118,442) 
Provision for (benefit from) income taxes 13 71 (965) 114 (320) 

Net loss attributable to common stockholders $ (9,481) $ (16,782) $ (35,756) $ (23,180) $ (118,122) 

Net loss per share attributable to common stockholders, basic and
diluted $ (1.30) $ (1.99) $ (3.28) $ (2.33) $ (5.41) 

Weighted-average shares used to compute net loss per share
attributable to common stockholders, basic and diluted 7,271 8,447 10,917 9,955 21,838
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(1) Includes stock-based compensation expense as follows:

Year Ended December 31,
Nine Months Ended

September 30,
2010 2011 2012 2012 2013

(In thousands)
Stock-Based Compensation Expense:
Cost of product revenue $ 4 $ 39 $ 170 $ 99 $ 1,609
Research and development 60 148 1,465 671 4,425
Sales and marketing 63 360 1,672 902 5,878
General and administrative 10 168 3,536 2,249 4,432

Total stock-based compensation expense $    137 $    715 $ 6,843 $ 3,921 $ 16,344

Our consolidated balance sheet as of September 30, 2013 is presented on:

� an actual basis;

� a pro forma basis, giving effect to the sale of             shares of common stock by us in this offering, based on an assumed public
offering price of $         per share, the closing price of our common stock on The NASDAQ Global Select Market on                     ,
2014, after deducting underwriting discounts and commissions and estimated offering expenses payable by us.

As of September 30, 2013

    Actual    
Pro

    Forma(1)

(in thousands)
Consolidated Balance Sheet Data:
Cash and cash equivalents $ 327,710 $
Working capital, excluding deferred revenue and costs 334,476
Total assets 460,305
Total deferred revenue 130,752 130,752
Total long-term debt, non-current portion 20,000 20,000
Total stockholders� equity 246,987

(1) Each $1.00 increase (decrease) in the assumed public offering price of $         per share, the closing price of our common stock
on The NASDAQ Global Select Market on                     , 2014, would increase (decrease) our pro forma cash and cash
equivalents and total stockholders� equity by approximately $         million, assuming that the number of shares offered by us, as
set forth on the cover page of this prospectus, remains the same and after deducting the estimated underwriting discounts and
commissions and estimated offering expenses payable by us.
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Year Ended or as of December 31,
Nine Months Ended

September 30,
2010 2011 2012 2012 2013

(Dollars in thousands)
Key Business Metrics:
Product revenue $ 9,270 $ 24,888 $ 52,265 $ 31,955 $ 55,957
Subscription and services revenue 2,495 8,770 31,051 19,682 48,333

Total revenue $ 11,765 $ 33,658 $ 83,316 $ 51,637 $ 104,290

Year-over-year percentage increase 617% 186% 148% 150% 102% 
Gross margin percentage 80% 78% 79% 78% 71% 
Deferred revenue, current portion at period end(1) $ 3,518 $ 16,215 $ 43,750 $ 30,762 $ 71,450
Deferred revenue, non-current portion at period end $ 2,748 $ 13,887 $ 32,656 $ 28,821 $ 59,302
Billings (non-GAAP)(2) $ 15,529 $ 57,494 $ 129,620 $ 81,118 $ 158,636
Net cash provided by (used in) operating activities(3) $ (6,701) $ 5,111 $ 21,500 $ 10,645 $ (44,424) 
Free cash flow (non-GAAP)(4) $ (8,259) $ (106) $ 2,652 $ (3,841) $ (80,380) 

(1) Our deferred revenue consists of amounts that have been invoiced but have not yet been recognized as revenue as of the period
end. The majority of our deferred revenue balance consists of the unamortized portion of revenue from sales of our Email
Threat Prevention product, subscriptions to our DTI cloud and Email Threat Prevention Attachment/URL Engine, and support
and maintenance contracts. Because invoiced amounts for subscriptions and services can be for multiple years, we classify our
deferred revenue as current or non-current depending on when we expect to recognize the related revenue. If the deferred
revenue is expected to be recognized within 12 months, it is classified as current. Otherwise, the deferred revenue is classified
as non-current. We monitor our deferred revenue balance because it represents a significant portion of revenue to be recognized
in future periods.

(2) We define billings as revenue recognized plus the change in deferred revenue from the beginning to the end of the period. We
consider billings to be a useful metric for management and investors because billings drives deferred revenue, which is an
important indicator of the health and visibility of our business and represents a significant percentage of our revenue. See
�Management�s Discussion and Analysis of Financial Condition and Results of Operations�Key Business Metrics� for more
information and a reconciliation of billings to revenue, the most directly comparable financial measure calculated and
presented in accordance with U.S. generally accepted accounting principles, or GAAP.

(3) We monitor cash flow provided by (used in) operating activities as a measure of our overall business performance. Our cash
flow provided by (used in) operating activities is driven in large part by sales of our products and from up-front payments for
both new and renewal contracts for subscription and support and maintenance. Monitoring cash flow provided by (used in)
operating activities enables us to analyze our financial performance without the non-cash effects of certain items such as
depreciation, amortization, and stock-based compensation costs, thereby allowing us to better understand and manage the cash
needs of our business.

(4) We define free cash flow as net cash provided by operating activities less purchases of property and equipment and
demonstration units. We consider free cash flow to be a liquidity measure that provides useful information to management and
investors about the amount of cash generated by the business that, after the purchases of property and equipment and
demonstration units, can be used for strategic opportunities, including investing in our business, making strategic acquisitions,
and strengthening the balance sheet. See �Management�s Discussion and Analysis of Financial Condition and Results of
Operations�Key Business Metrics� for more information and a reconciliation of free cash flow to cash flow provided by (used in)
operating activities, the most directly comparable financial measure calculated and presented in accordance with GAAP.
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RISK FACTORS

Investing in our common stock involves a high degree of risk. You should carefully consider the risks and uncertainties described below,
together with all of the other information in this prospectus, including our consolidated financial statements and related notes, before investing
in our common stock. If any of the following risks are realized, in whole or in part, our business, financial condition, results of operations and
prospects could be materially and adversely affected. In that event, the price of our common stock could decline, and you could lose part or all
of your investment.

Risks Related to Our Business and Our Industry

If the IT security market does not continue to adopt our virtual machine-based security platform, our sales will not grow as quickly as
anticipated, or at all, and our business, results of operations and financial condition would be harmed.

We are seeking to disrupt the IT security market with our virtual machine-based security platform. Our platform interoperates with but does not
replace most signature-based IT security products. Enterprises and governments that use signature-based security products, such as firewalls,
intrusion prevention systems, or IPS, anti-virus, or AV, and Web and messaging gateways, for their IT security may be hesitant to purchase our
virtual machine-based security platform if they believe that signature-based products are more cost effective, provide substantially the same
functionality as our platform or provide a level of IT security that is sufficient to meet their needs. Currently, most enterprises and governments
have not allocated a fixed portion of their budgets to protect against next-generation advanced cyber attacks. As a result, to expand our customer
base, we need to convince potential customers to allocate a portion of their discretionary budgets to purchase our platform. However, even if we
are successful in doing so, any future deterioration in general economic conditions may cause our customers to cut their overall IT spending, and
such cuts may fall disproportionately on products and services like ours, for which no fixed budgetary allocation has been made. If we do not
succeed in convincing customers that our platform should be an integral part of their overall approach to IT security and that a fixed portion of
their annual IT budgets should be allocated to our platform, our sales will not grow as quickly as anticipated, or at all, which would have an
adverse impact on our business, results of operations and financial condition.

Even if there is significant demand for virtual machine-based security solutions like ours, if our competitors include functionality that is, or is
perceived to be, better than or equivalent to that of our platform in signature-based or other products that are already generally accepted as
necessary components of an organization�s IT security architecture, we may have difficulty increasing the market penetration of our platform.
Furthermore, even if the functionality offered by other IT security providers is different and more limited than the functionality of our platform,
organizations may elect to accept such limited functionality in lieu of adding products from additional vendors like us.

If enterprises and governments do not continue to adopt our virtual machine-based security platform for any of the reasons discussed above, our
sales would not grow as quickly as anticipated, or at all, and our business, results of operations and financial condition would be harmed.

Recent and future acquisitions and investments could disrupt our business and harm our financial condition and operating results.

Our success will depend, in part, on our ability to expand our platform and grow our business in response to changing technologies, customer
demands and competitive pressures. In some circumstances, we may decide to do so through the acquisition of complementary businesses and
technologies rather than through internal development, including, for example, our recent acquisition of Mandiant Corporation, or Mandiant, a
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suitable acquisition candidates can be difficult, time-consuming and costly, and we may not be able to successfully complete acquisitions that we
target in the future. The risks we face in connection with acquisitions, including our recent acquisition of Mandiant, include:

� diversion of management time and focus from operating our business to addressing acquisition integration challenges;

� coordination of research and development and sales and marketing functions;

� integration of product and service offerings;

� retention of key employees from the acquired company;

� changes in relationships with strategic partners as a result of product acquisitions or strategic positioning resulting from the
acquisition;

� cultural challenges associated with integrating employees from the acquired company into our organization;

� integration of the acquired company�s accounting, management information, human resources and other administrative systems;

� the need to implement or improve controls, procedures, and policies at a business that prior to the acquisition may have lacked
sufficiently effective controls, procedures and policies;

� financial reporting, revenue recognition or other financial or control deficiencies of the acquired company that we don�t adequately
address and that cause our reported results to be incorrect;

� liability for activities of the acquired company before the acquisition, including intellectual property infringement claims, violations
of laws, commercial disputes, tax liabilities and other known and unknown liabilities;

� unanticipated write-offs or charges; and

� litigation or other claims in connection with the acquired company, including claims from terminated employees, customers, former
stockholders or other third parties.

Our failure to address these risks or other problems encountered in connection with our past or future acquisitions and investments could cause
us to fail to realize the anticipated benefits of these acquisitions or investments, cause us to incur unanticipated liabilities, and harm our business
generally. For example, we only recently completed our acquisition of Mandiant, and substantially all of the acquisition integration risks remain.
Future acquisitions could also result in dilutive issuances of equity securities. For example, we recently issued approximately 16.9 million shares
of common stock and assumed options to purchase approximately 4.6 million shares of our common stock in connection with our acquisition of
Mandiant. There is also a risk that future acquisitions will result in the incurrence of debt, contingent liabilities, amortization expenses,
incremental operating expenses or the write-off of goodwill, any of which could harm our financial condition or operating results.
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Our limited operating history makes it difficult to evaluate our current business and prospects and may increase the risk that we will not be
successful.

We were founded in 2004, and our first commercially successful product was our Web Threat Prevention appliance, which we first shipped in
2008. We expanded our platform in 2011, 2012 and 2013 to include our Email Threat Prevention appliance, File Threat Prevention appliance
and our latest Web Threat Prevention appliance, the NX 10000, respectively. In December 2013, we expanded our platform through the addition
of Mandiant�s endpoint threat detection, response and remediation products; advanced threat intelligence capabilities; and incident response and
security consulting services. The majority of our revenue growth began in 2010. Our limited operating history and our recent acquisition of
Mandiant make it difficult to evaluate our current business and prospects and plan for and model our future growth. We have encountered and
will continue to encounter risks and uncertainties frequently encountered by rapidly growing companies in developing markets.
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If our assumptions regarding these risks and uncertainties are incorrect or change in response to changes in the IT security market, our results of
operations and financial results could differ materially from our plans and forecasts. Although we have experienced rapid growth for the past
several years, there is no assurance that such growth will continue. Any success we may experience in the future will depend in large part on our
ability to, among other things:

� maintain and expand our customer base and the ways in which customers use our products and services;

� expand revenue from existing customers through increased or broader use of our products and services within their organizations;

� convince customers to allocate a fixed portion of their annual IT budgets to our products and services;

� improve the performance and capabilities of our platform through research and development;

� effectively expand our business domestically and internationally, which will require that we rapidly expand our sales force and
service professionals and fill key management positions, particularly internationally; and

� successfully compete with other companies that currently provide, or may in the future provide, solutions like ours that protect
against next-generation advanced cyber attacks.

If we are unable to achieve our key objectives, including the objectives listed above, our business and results of operations will be adversely
affected and the fair market value of our common stock could decline.

If we do not effectively expand and train our direct sales force, we may be unable to add new customers or increase sales to our existing
customers, and our business will be adversely affected.

We continue to be substantially dependent on our direct sales force to obtain new customers and increase sales with existing customers. There is
significant competition for sales personnel with the skills and technical knowledge that we require. Our ability to achieve significant revenue
growth will depend, in large part, on our success in recruiting, training and retaining sufficient numbers of sales personnel to support our growth,
particularly in international markets. New hires require significant training and may take significant time before they achieve full productivity.
Our recent hires and planned hires may not become productive as quickly as we expect, and we may be unable to hire or retain sufficient
numbers of qualified individuals in the markets where we do business or plan to do business. In addition, because we continue to grow rapidly, a
large percentage of our sales force is new to our company. If we are unable to hire and train a sufficient number of effective sales personnel, or
the sales personnel we hire are not successful in obtaining new customers or increasing sales to our existing customer base, our business will be
adversely affected.

If we fail to effectively manage our growth, our business, financial condition and results of operations would be harmed.

Our headcount increased from more than 175 employees as of December 31, 2011 to over 1,100 employees as of September 30, 2013. We
expect our headcount to continue to grow rapidly. In addition, our number of end-customers increased from more than 425 to more than 1,300
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over the same period. This rapid growth has placed significant demands on our management and our operational and financial infrastructure. To
improve our infrastructure, we have recently implemented a new enterprise resource planning system, including revenue recognition and
management software, and we plan to implement additional systems. There is no assurance that we will be able to successfully scale
improvements to our enterprise resource planning system or other systems and processes in a manner that keeps pace with our growth or that
such systems will be effective in preventing or detecting errors, omissions or fraud.

As part of our efforts to improve our internal systems, processes and controls, we have licensed technology from third parties. The support
services available for such third-party technology is outside of our control and may be negatively affected by consolidation in the software
industry. In addition, if we do not receive adequate
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support for the software underlying our systems, processes and controls, our ability to provide products and services to our customers in a timely
manner may be impaired, which may cause us to lose customers, limit us to smaller deployments of our platform or increase our technical
support costs.

To manage this growth effectively, we must continue to improve our operational, financial and management systems and controls by, among
other things:

� effectively attracting, training and integrating a large number of new employees, particularly members of our sales and management
teams;

� further improving our key business applications, processes and IT infrastructure, including our data centers, to support our business
needs;

� enhancing our information and communication systems to ensure that our employees and offices around the world are well
coordinated and can effectively communicate with each other and our growing base of channel partners and customers;

� improving our internal control over financial reporting and disclosure controls and procedures to ensure timely and accurate
reporting of our operational and financial results; and

� appropriately documenting our IT systems and business processes.

These and other improvements in our systems and controls will require significant capital expenditures and the allocation of valuable
management and employee resources. If we fail to implement these improvements effectively, our ability to manage our expected growth, ensure
uninterrupted operation of key business systems and comply with the rules and regulations applicable to public reporting companies would be
impaired, and our business, financial condition and results of operations would be harmed.

Fluctuating economic conditions make it difficult to predict revenue for a particular period, and a shortfall in revenue may harm our
operating results.

Our revenue depends significantly on general economic conditions and the demand for products in the IT security market. Economic weakness,
customer financial difficulties, and constrained spending on IT security may result in decreased revenue and earnings. Such factors could make it
difficult to accurately forecast our sales and operating results and could negatively affect our ability to provide accurate forecasts to our contract
manufacturers and manage our contract manufacturer relationships and other expenses. In addition, concerns regarding the impact of the U.S.
federal sequestration on the IT budgets of various agencies of the U.S. government, as well as continued budgetary challenges in the United
States and Europe and geopolitical turmoil in many parts of the world have and may continue to put pressure on global economic conditions and
overall spending on IT security. Currently, most enterprises and governments have not allocated a fixed portion of their budgets to protect
against next-generation advanced cyber attacks. If we do not succeed in convincing customers that our platform should be an integral part of
their overall approach to IT security and that a fixed portion of their annual IT budgets should be allocated to our platform, general reductions in
IT spending by our customers are likely to have a disproportionate impact on our business, results of operations and financial condition. General
economic weakness may also lead to longer collection cycles for payments due from our customers, an increase in customer bad debt,
restructuring initiatives and associated expenses, and impairment of investments. Furthermore, the continued weakness and uncertainty in
worldwide credit markets, including the sovereign debt situation in certain countries in the European Union, may adversely impact the ability of
our customers to adequately fund their expected capital expenditures, which could lead to delays or cancellations of planned purchases of our
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Uncertainty about future economic conditions also makes it difficult to forecast operating results and to make decisions about future
investments. Future or continued economic weakness for us or our customers, failure of our customers and markets to recover from such
weakness, customer financial difficulties, and reductions in spending on IT security could have a material adverse effect on demand for our
platform and consequently on our business, financial condition and results of operations.
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Our results of operations are likely to vary significantly from period to period, which could cause the trading price of our common stock to
decline.

Our results of operations have varied significantly from period to period, and we expect that our results of operations will continue to vary as a
result of a number of factors, many of which are outside of our control and may be difficult to predict, including:

� our ability to attract and retain new customers;

� the budgeting cycles, seasonal buying patterns and purchasing practices of customers;

� the timing of shipments of our products and length of our sales cycles;

� changes in customer or reseller requirements or market needs;

� changes in the growth rate of the IT security market, particularly the market for threat protection solutions like ours that target
next-generation advanced cyber attacks;

� the timing and success of new product and service introductions by us or our competitors or any other change in the competitive
landscape of the IT security market, including consolidation among our customers or competitors;

� the level of awareness of IT security threats, particularly advanced cyber attacks, and the market adoption of our platform;

� deferral of orders from customers in anticipation of new products or product enhancements announced by us or our competitors;

� our ability to successfully expand our business domestically and internationally;

� reductions in customer renewal rates for our subscriptions;

� decisions by organizations to purchase IT security solutions from larger, more established security vendors or from their primary IT
equipment vendors;

� changes in our pricing policies or those of our competitors;

� any disruption in, or termination of, our relationship with channel partners;

� decreases in our customers� subscription renewal rates;
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� our inability to fulfill our customers� orders due to supply chain delays or events that impact our manufacturers or their suppliers;

� insolvency or credit difficulties confronting our customers, affecting their ability to purchase or pay for our products, subscriptions
and services, or confronting our key suppliers, particularly our sole source suppliers, which could disrupt our supply chain;

� the cost and potential outcomes of existing and future litigation;

� seasonality in our business;

� general economic conditions, both domestic and in our foreign markets;

� future accounting pronouncements or changes in our accounting policies or practices;

� the amount and timing of operating costs and capital expenditures related to the expansion of our business;

� a change in our mix of products, subscriptions and services; and

� increases or decreases in our expenses caused by fluctuations in foreign currency exchange rates.
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Any of the above factors, individually or in the aggregate, may result in significant fluctuations in our financial and other operating results from
period to period. As a result of this variability, our historical results of operations should not be relied upon as an indication of future
performance. Moreover, this variability and unpredictability could result in our failure to meet our operating plan or the expectations of investors
or analysts for any period. If we fail to meet such expectations for these or other reasons, the market price of our common stock could fall
substantially, and we could face costly lawsuits, including securities class action suits.

We have had operating losses each year since our inception, and may not achieve or maintain profitability in the future.

We have incurred operating losses each year since 2004, including net losses of $9.5 million, $16.8 million and $35.8 million in 2010, 2011 and
2012, respectively, and $23.2 million and $118.1 million in the nine months ended September 30, 2012 and 2013, respectively. We expect our
operating expenses to increase in the future as we expand our sales and marketing efforts and continue to invest in research and development of
our technologies. These efforts may be more costly than we expect, and we may not be able to increase our revenue to offset our increased
operating expenses. Our revenue growth may slow or our revenue may decline for a number of other reasons, including reduced demand for our
platform, increased competition, a decrease in the growth or size of the IT security market, particularly the market for solutions that target the
next generation of advanced cyber attacks, or any failure to capitalize on growth opportunities. Any failure to increase our revenue as we grow
our business could prevent us from achieving or maintaining profitability. If we are unable to meet these risks and challenges as we encounter
them, our business, financial condition and results of operations may suffer.

We expect our revenue growth rate to decline, and as our costs increase, we may not be able to generate sufficient revenue to achieve and
maintain profitability over the long term.

From the year ended December 31, 2009 to the year ended December 31, 2012, our revenue grew from $1.6 million to $83.3 million, which
represents a compounded annual growth rate of approximately 167%. We expect that, to the extent our revenue increases to higher levels, our
revenue growth rate will decline, and we may not be able to generate sufficient revenue to achieve or maintain profitability. We also expect our
costs to increase in future periods, which could negatively affect our future operating results if our revenue does not increase. In particular, we
expect to continue to expend substantial financial and other resources on:

� research and development related to our platform, including investments in our research and development team;

� sales and marketing, including a significant expansion of our sales organization, particularly in international markets;

� international expansion of our business;

� expansion of our professional services organization; and

� general administration expenses, including legal and accounting expenses related to being a public company.

These investments may not result in increased revenue or growth in our business. If we are unable to increase our revenue at a rate sufficient to
offset the expected increase in our costs, our business, financial position and results of operations will be harmed, and we may not be able to
achieve or maintain profitability over the long term.
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Seasonality may cause fluctuations in our revenue.

We believe there are significant seasonal factors that may cause us to record higher revenue in some quarters compared with others. We believe
this variability is largely due to our customers� budgetary and spending patterns, as many customers spend the unused portions of their
discretionary budgets prior to the end of
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their fiscal years. For example, we have historically recorded our highest level of revenue in our fourth quarter, which we believe corresponds to
the fourth quarter of a majority of our customers. Similarly, we have historically recorded our second-highest level of revenue in our third
quarter, which corresponds to the fourth quarter of U.S. federal agencies and other customers in the U.S. federal government. In addition, our
rapid growth rate over the last couple years may have made seasonal fluctuations more difficult to detect. If our rate of growth slows over time,
seasonal or cyclical variations in our operations may become more pronounced, and our business, results of operations and financial position
may be adversely affected.

We face intense competition and could lose market share to our competitors, which could adversely affect our business, financial condition
and results of operations.

The market for security products and services is intensely competitive and characterized by rapid changes in technology, customer requirements,
industry standards and frequent new product introductions and improvements. We anticipate continued challenges from current competitors,
which in many cases are more established and enjoy greater resources than us, as well as by new entrants into the industry. If we are unable to
anticipate or effectively react to these competitive challenges, our competitive position could weaken, and we could experience a decline in our
growth rate or revenue that could adversely affect our business and results of operations.

Our competitors and potential competitors include large networking vendors such as Cisco Systems, Inc. and Juniper Networks, Inc. that may
emulate or integrate virtual-machine features similar to ours into their own products; large companies such as Intel, IBM, and HP that have
acquired large IT security specialist vendors in recent years and have the technical and financial resources and broad customer bases needed to
bring competitive solutions to the market; independent IT security vendors such as Sourcefire (which was recently acquired by Cisco Systems,
Inc.) and Palo Alto Networks that offer products that claim to perform similar functions to our platform; small and large companies that offer
point solutions that compete with some of the features present in our platform; and other providers of incident response services. Other IT
providers offer, and may continue to introduce, security features that compete with our platform, either in stand-alone security products or as
additional features in their network infrastructure products. Many of our existing competitors have, and some of our potential competitors could
have, substantial competitive advantages such as:

� greater name recognition, longer operating histories and larger customer bases;

� larger sales and marketing budgets and resources;

� broader distribution and established relationships with channel and distribution partners and customers;

� greater customer support resources;

� greater resources to make acquisitions;

� lower labor and research and development costs;

� larger and more mature intellectual property portfolios; and
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� substantially greater financial, technical and other resources.

In addition, some of our larger competitors have substantially broader product offerings and may be able to leverage their relationships with
distribution partners and customers based on other products or incorporate functionality into existing products to gain business in a manner that
discourages users from purchasing our products, subscriptions and services, including by selling at zero or negative margins, product bundling or
offering closed technology platforms. Potential customers may also prefer to purchase from their existing suppliers rather than a new supplier
regardless of product performance or features. As a result, even if the features of our platform are superior, customers may not purchase our
products. In addition, new innovative start-up companies, and larger companies that are making significant investments in research and
development, may invent similar or superior products and technologies that compete with our platform. Our current and potential
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competitors may also establish cooperative relationships among themselves or with third parties that may further enhance their resources. If we
are unable to compete successfully, or if competing successfully requires us to take costly actions in response to the actions of our competitors,
our business, financial condition and results of operations could be adversely affected.

Our sales cycles can be long and unpredictable, and our sales efforts require considerable time and expense. As a result, our sales and
revenue are difficult to predict and may vary substantially from period to period, which may cause our results of operations to fluctuate
significantly.

Our results of operations may fluctuate, in part, because of the resource intensive nature of our sales efforts, the length and variability of our
sales cycle and the short-term difficulty in adjusting our operating expenses. Our results of operations depend in part on sales to large
organizations. The length of our sales cycle, from proof of concept to delivery of and payment for our platform, is typically three to nine months
but can be more than a year. To the extent our competitors develop products that our prospective customers view as equivalent to ours, our
average sales cycle may increase. Because the length of time required to close a sale varies substantially from customer to customer, it is
difficult to predict exactly when, or even if, we will make a sale with a potential customer. As a result, large individual sales have, in some cases,
occurred in quarters subsequent to those we anticipated, or have not occurred at all. The loss or delay of one or more large transactions in a
quarter could impact our results of operations for that quarter and any future quarters for which revenue from that transaction is delayed. As a
result of these factors, it is difficult for us to forecast our revenue accurately in any quarter. Because a substantial portion of our expenses are
relatively fixed in the short term, our results of operations will suffer if our revenue falls below our or analysts� expectations in a particular
quarter, which could cause the price of our common stock to decline.

Reliance on shipments at the end of each quarter could cause our revenue for the applicable period to fall below expected levels.

As a result of customer buying patterns and the efforts of our sales force and channel partners to meet or exceed their sales objectives, we have
historically received a substantial portion of sales orders and generated a substantial portion of revenue during the last few weeks of each
quarter. A significant interruption in our IT systems, which manage critical functions such as order processing, revenue recognition, financial
forecasts, inventory and supply chain management, and trade compliance reviews, could result in delayed order fulfillment and decreased
revenue for that quarter. If expected revenue at the end of any quarter is delayed for any reason, including the failure of anticipated purchase
orders to materialize, our logistics or channel partners� inability to ship products prior to quarter-end to fulfill purchase orders received near the
end of the quarter, our failure to manage inventory to meet demand, our inability to release new products on schedule, any failure of our systems
related to order review and processing, or any delays in shipments based on trade compliance requirements, our revenue for that quarter could
fall below our expectations and the estimates of market analysts, which could adversely impact our business and results of operations and cause
a decline in the trading price of our common stock.

If we do not accurately anticipate and respond promptly to changes in our customers� technologies, business plans or security needs, our
competitive position and prospects could be harmed.

Many of our customers operate in markets characterized by rapidly changing technologies and business plans, which require them to add
numerous network access points and adapt to increasingly complex IT networks, incorporating a variety of hardware, software applications,
operating systems and networking protocols. As their technologies and business plans grow more complex, we expect these customers to face
new and increasingly sophisticated methods of attack. We face significant challenges in ensuring that our platform effectively identifies and
responds to these advanced and evolving attacks without disrupting our customers� network performance. As a result of the continued rapid
innovations in the technology industry, including the rapid growth of smart phones, tablets and other devices and the trend of �bring your own
device� in enterprises, we expect the networks of our customers to continue to change rapidly and become more complex.
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We have identified a number of new products and enhancements to our platform that we believe are important to our continued success in the IT
security market. For example, in September 2013, we announced the introduction of our latest Web Threat Prevention appliance, the NX 10000,
and in December 2013, we released our new SaaS-based Mobile Threat Prevention solution and our solution for small and midsize businesses.
There can be no assurance that we will be successful in developing and marketing, on a timely basis, such new products or enhancements or that
our new products or enhancements will adequately address the changing needs of the marketplace. In addition, some of our new products and
enhancements may require us to develop new hardware architectures that involve complex, expensive and time-consuming research and
development processes. Although the market expects rapid introduction of new products and enhancements to respond to new threats, the
development of these products and enhancements is difficult and the timetable for commercial release and availability is uncertain, as there can
be significant time lags between initial beta releases and the commercial availability of new products and enhancements. We may experience
unanticipated delays in the availability of new products and enhancements to our platform and fail to meet customer expectations with respect to
the timing of such availability. If we do not quickly respond to the rapidly changing and rigorous needs of our customers by developing,
releasing and making available on a timely basis new products and enhancements to our platform that can adequately respond to advanced
threats and our customers� needs, our competitive position and business prospects will be harmed. Furthermore, from time to time, we or our
competitors may announce new products with capabilities or technologies that could have the potential to replace or shorten the life cycles of our
existing products. There can be no assurance that announcements of new products will not cause customers to defer purchasing our existing
products.

Additionally, the process of developing new technology is expensive, complex and uncertain. The success of new products and enhancements
depends on several factors, including appropriate component costs, timely completion and introduction, differentiation of new products and
enhancements from those of our competitors, and market acceptance. To maintain our competitive position, we must continue to commit
significant resources to developing new products or enhancements to our platform before knowing whether these investments will be
cost-effective or achieve the intended results. There can be no assurance that we will successfully identify new product opportunities, develop
and bring new products or enhancements to market in a timely manner, or achieve market acceptance of our platform, or that products and
technologies developed by others will not render our platform obsolete or noncompetitive. If we expend significant resources on researching and
developing products or enhancements to our platform and such products or enhancements are not successful, our business, financial position and
results of operations may be adversely affected.

Disruptions or other business interruptions that affect the availability of our Dynamic Threat Intelligence, or DTI, cloud could adversely
impact our customer relationships as well as our overall business.

When a customer purchases one or more of our threat prevention appliances, it must also purchase a subscription to our DTI cloud for a term of
either one or three years. Our DTI cloud enables global sharing of threat intelligence uploaded by any of our customers� cloud-connected FireEye
appliances. Our data center and networks may experience technical failures and downtime, may fail to distribute appropriate updates, or may fail
to meet the increased requirements of a growing customer base, any of which could temporarily or permanently expose our customers� networks,
leaving their networks unprotected against the latest security threats. Our customers depend on the continuous availability of our DTI cloud. Our
DTI cloud is vulnerable to damage or interruption from a variety of sources, including damage or interruption caused by fire, earthquake, power
loss, telecommunications or computer systems failure, cyber attack, human error, terrorist acts and war. There may also be system or network
interruptions if new or upgraded systems are defective or not installed properly. Moreover, interruptions in our subscription updates could result
in a failure of our DTI cloud to effectively update customers� hardware products and thereby leave our customers more vulnerable to attacks.
Interruptions or failures in our service delivery could cause customers to terminate their subscriptions with us, could adversely affect our
renewal rates, and could harm our ability to attract new customers. Our business would also be harmed if our customers believe that our DTI
cloud is unreliable.
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If we are unable to sell additional products, subscriptions and services, as well as renewals of our subscriptions and services, to our
customers, our future revenue and operating results will be harmed.

Our future success depends, in part, on our ability to expand the deployment of our platform with existing customers by selling them additional
products, subscriptions and services. This may require increasingly sophisticated and costly sales efforts and may not result in additional sales.
In addition, the rate at which our customers purchase additional products, subscriptions and services depends on a number of factors, including
the perceived need for additional IT security as well as general economic conditions. If our efforts to sell additional products, subscriptions and
services to our customers are not successful, our business may suffer.

Further, existing customers that purchase our platform have no contractual obligation to renew their subscriptions and support and maintenance
services after the initial contract period, and given our limited operating history, we may not be able to accurately predict our renewal rates. Our
customers� renewal rates may decline or fluctuate as a result of a number of factors, including the level of their satisfaction with our platform, our
customer support, customer budgets and the pricing of our platform compared with the products and services offered by our competitors. If our
customers renew their subscriptions, they may renew for shorter contract lengths or on other terms that are less economically beneficial to us.
We cannot assure you that our customers will renew their subscriptions, and if our customers do not renew their subscriptions or renew on less
favorable terms, our revenue may grow more slowly than expected, if at all.

We also depend on our installed customer base for future support and maintenance revenue. We offer our support and maintenance agreements
for terms that generally range between one and five years. If customers choose not to renew their support and maintenance agreements or seek to
renegotiate the terms of their support and maintenance agreements prior to renewing such agreements, our revenue may decline.

If we are unable to increase sales of our platform to large organizations while mitigating the risks associated with serving such customers,
our business, financial position and results of operations may suffer.

Our growth strategy is dependent, in part, upon increasing sales of our platform to large enterprises and governments. Sales to large customers
involve risks that may not be present (or that are present to a lesser extent) with sales to smaller entities. These risks include:

� increased purchasing power and leverage held by large customers in negotiating contractual arrangements with us;

� more stringent or costly requirements imposed upon us in our support service contracts with such customers, including stricter
support response times and penalties for any failure to meet support requirements;

� more complicated implementation processes;

� longer sales cycles and the associated risk that substantial time and resources may be spent on a potential customer that ultimately
elects not to purchase our platform or purchases less than we hoped;

� closer relationships with, and dependence upon, large technology companies who offer competitive products; and
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� more pressure for discounts and write-offs.

In addition, because security breaches with respect to larger, high-profile enterprises are likely to be heavily publicized, there is increased
reputational risk associated with serving such customers. If we are unable to increase sales of our platform to large enterprise and government
customers while mitigating the risks associated with serving such customers, our business, financial position and results of operations may
suffer.

24

Edgar Filing: FireEye, Inc. - Form S-1

Table of Contents 48



Table of Contents

Our current research and development efforts may not produce successful products or enhancements to our platform that result in
significant revenue, cost savings or other benefits in the near future, if at all.

We must continue to dedicate significant financial and other resources to our research and development efforts if we are to maintain our
competitive position. However, developing products and enhancements to our platform is expensive and time consuming, and there is no
assurance that such activities will result in significant new marketable products or enhancements to our platform, design improvements, cost
savings, revenue or other expected benefits. If we spend significant resources on research and development and are unable to generate an
adequate return on our investment, our business and results of operations may be materially and adversely affected.

Real or perceived defects, errors or vulnerabilities in our platform or the failure of our platform to block malware or prevent a security
breach could harm our reputation and adversely impact our business, financial position and results of operations.

Because our platform is complex, it has contained and may contain design or manufacturing defects or errors that are not detected until after its
deployment by our customers. For example, in the past, we expended time and resources addressing certain manufacturing defects that
negatively impacted the ability of certain appliances used in our platform to withstand normal transit. Defects in the functionality of our platform
may result in vulnerability to security attacks, cause it to fail to secure networks or temporarily interrupt the networking traffic of our customers.
In addition, because the techniques used by computer hackers to access or sabotage networks change frequently and generally are not recognized
until launched against a target, there is a risk that an advanced attack could emerge that our platform is unable to detect or prevent. Moreover, as
our platform is adopted by an increasing number of enterprises and governments, it is possible that the individuals and organizations behind
advanced malware attacks will begin to focus on finding ways to defeat our platform. If this happens, our networks, products, subscriptions and
services could be targeted by attacks specifically designed to disrupt our business and undermine the perception that our platform is capable of
providing superior IT security, which, in turn, could have a serious impact on our reputation as a provider of virtual machine-based security
solutions.

If any of our customers becomes infected with malware after adopting our platform, even if our platform has blocked the theft of any of such
customer�s data, such customer could nevertheless be disappointed with our platform. Furthermore, if any enterprises or governments that are
publicly known to use our platform are the subject of an advanced cyber attack that becomes publicized, our other current or potential customers
may look to our competitors for alternatives to our platform. Real or perceived security breaches of our customers� networks could cause
disruption or damage to their networks or other negative consequences and could result in negative publicity to us, damage to our reputation,
declining sales, increased expenses and customer relations issues. Furthermore, our platform may fail to detect or prevent malware, viruses,
worms or similar threats for any number of reasons, including our failure to enhance and expand our platform to reflect industry trends, new
technologies and new operating environments, the complexity of the environment of our clients and the sophistication of malware, viruses and
other threats. To the extent potential customers or industry analysts believe that the occurrence of such a failure is a flaw or indicates that our
products do not provide significant value, our reputation and business could be harmed. Failure to keep pace with technological changes in the
IT security industry and changes in the threat landscape could adversely affect our ability to protect against security breaches and could cause us
to lose customers.

Any real or perceived defects, errors or vulnerabilities in our platform, or any other failure of our platform to detect an advanced threat, could
result in:

� a loss of existing or potential customers or channel partners;

� delayed or lost revenue;
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� the expenditure of significant financial and product development resources in efforts to analyze, correct, eliminate, or work around
errors or defects, to address and eliminate vulnerabilities, or to identify and ramp up production with alternative third-party
manufacturers;

� an increase in warranty claims, or an increase in the cost of servicing warranty claims, either of which would adversely affect our
gross margins;

� harm to our reputation or brand; and

� litigation, regulatory inquiries, or investigations that may be costly and further harm our reputation.

We may be unable to protect our intellectual property adequately, which could harm our business, financial condition and results of
operations.

We believe that our intellectual property is an essential asset of our business. We rely on a combination of patent, copyright, trademark and trade
secret laws, as well as confidentiality procedures and contractual provisions, to establish and protect our intellectual property rights in the United
States and abroad. The efforts we have taken to protect our intellectual property may not be sufficient or effective, and our trademarks,
copyrights and patents may be held invalid or unenforceable. Any U.S. or other patents issued to us may not be sufficiently broad to protect our
proprietary technologies, and given the costs of obtaining patent protection, we may choose not to seek patent protection for certain of our
proprietary technologies. We may not be effective in policing unauthorized use of our intellectual property, and even if we do detect violations,
litigation may be necessary to enforce our intellectual property rights. Any enforcement efforts we undertake, including litigation, could be
time-consuming and expensive, could divert management�s attention and may result in a court determining that our intellectual property rights
are unenforceable. If we are not successful in cost-effectively protecting our intellectual property rights, our business, financial condition and
results of operations could be harmed.

Claims by others that we infringe their proprietary technology or other rights could harm our business.

Technology companies frequently enter into litigation based on allegations of patent infringement or other violations of intellectual property
rights. In addition, patent holding companies seek to monetize patents they have purchased or otherwise obtained. As we face increasing
competition and gain an increasingly higher profile, the possibility of intellectual property rights claims against us grows. From time to time,
third parties have asserted, and we expect that third parties will continue to assert, claims of infringement of intellectual property rights against
us. For example, we are currently a party to suits by both a practicing and non-practicing entity alleging, among other things, patent
infringement, each of which are in the early stages of litigation. Third parties may in the future also assert claims against our customers or
channel partners, whom our standard license and other agreements obligate us to indemnify against claims that our products infringe the
intellectual property rights of third parties. While we intend to increase the size of our patent portfolio, many of our competitors and others may
now and in the future have significantly larger and more mature patent portfolios than we have. In addition, future litigation may involve patent
holding companies or other patent owners who have no relevant product offerings or revenue and against whom our own patents may therefore
provide little or no deterrence or protection. Any claim of intellectual property infringement by a third party, even a claim without merit, could
cause us to incur substantial costs defending against such claim, could distract our management from our business and could require us to cease
use of such intellectual property. Furthermore, because of the substantial amount of discovery required in connection with intellectual property
litigation, there is a risk that some of our confidential information could be compromised by the discovery process.

Although third parties may offer a license to their technology or other intellectual property, the terms of any offered license may not be
acceptable, and the failure to obtain a license or the costs associated with any license could cause our business, financial condition and results of
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property on reasonable terms, or at all, we could be enjoined from continued use of such intellectual property. As a result, we may be required to
develop alternative, non-infringing technology, which could require significant time (during which we could be unable to continue to offer our
affected products, subscriptions or services), effort, and expense and may ultimately not be successful. Furthermore, a successful claimant could
secure a judgment or we may agree to a settlement that prevents us from distributing certain products, providing certain subscriptions or
performing certain services or that requires us to pay substantial damages, royalties or other fees. Any of these events could harm our business,
financial condition and results of operations.

We incorporate technology from third parties into our products, and our inability to obtain or maintain rights to the technology could harm
our business.

We incorporate technology from third parties into our products. We cannot be certain that our suppliers and licensors are not infringing the
intellectual property rights of third parties or that the suppliers and licensors have sufficient rights to the technology in all jurisdictions in which
we may sell our products. Some of our agreements with our suppliers and licensors may be terminated for convenience by them. If we are unable
to obtain or maintain rights to any of this technology because of intellectual property infringement claims brought by third parties against our
suppliers and licensors or against us, or if we are unable to continue to obtain such technology or enter into new agreements on commercially
reasonable terms, our ability to develop and sell products, subscriptions and services containing such technology could be severely limited, and
our business could be harmed. Additionally, if we are unable to obtain necessary technology from third parties, including certain sole suppliers,
we may be forced to acquire or develop alternative technology, which may require significant time, cost and effort and may be of lower quality
or performance standards. This would limit and delay our ability to offer new or competitive products and increase our costs of production. If
alternative technology cannot be obtained or developed, we may not be able to offer certain functionality as part of our products, subscriptions
and services. As a result, our margins, market share and results of operations could be significantly harmed.

Our products and subscriptions contain third-party open source software components, and failure to comply with the terms of the underlying
open source software licenses could restrict our ability to sell our products and subscriptions.

Our products and subscriptions contain software modules licensed to us by third-party authors under �open source� licenses. The use and
distribution of open source software may entail greater risks than the use of third-party commercial software, as open source licensors generally
do not provide warranties or other contractual protections regarding infringement claims or the quality of the code. Some open source licenses
contain requirements that we make available source code for modifications or derivative works we create based upon the type of open source
software we use. If we combine our proprietary software with open source software in a certain manner, we could, under certain open source
licenses, be required to release the source code of our proprietary software to the public. This would allow our competitors to create similar
products with lower development effort and time and ultimately could result in a loss of sales for us.

Although we monitor our use of open source software to avoid subjecting our products and subscriptions to conditions, the terms of many open
source licenses have not been interpreted by U.S. courts, and there is a risk that these licenses could be construed in ways that could impose
unanticipated conditions or restrictions on our ability to commercialize products and subscriptions incorporating such software. Moreover, we
cannot assure you that our processes for controlling our use of open source software in our products and subscriptions will be effective. From
time to time, we may face claims from third parties asserting ownership of, or demanding release of, the open source software or derivative
works that we developed using such software (which could include our proprietary source code), or otherwise seeking to enforce the terms of the
applicable open source license. These claims could result in litigation. If we are held to have breached the terms of an open source software
license, we could be required to seek licenses from third parties to continue offering our products on terms that are not economically feasible, to
re-engineer our products, to discontinue the sale of our products if re-engineering could not be accomplished on a timely or cost-effective basis,
or to make generally available, in source code form, our proprietary code, any of which could adversely affect our business, results of operations
and financial condition.
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We rely on our management team and other key employees and will need additional personnel to grow our business, and the loss of one or
more key employees or our inability to attract and retain qualified personnel could harm our business.

Our future success is substantially dependent on our ability to attract, retain and motivate the members of our management team and other key
employees throughout our organization, including key employees obtained through our recent acquisition of Mandiant. Competition for highly
skilled personnel is intense, especially in the San Francisco Bay Area and the Washington D.C. Area, where we have a substantial presence and
need for highly skilled personnel. We may not be successful in attracting qualified personnel to fulfill our current or future needs. Our
competitors may be successful in recruiting and hiring members of our management team or other key employees, and it may be difficult for us
to find suitable replacements on a timely basis, on competitive terms, or at all. Also, to the extent we hire employees from mature public
companies with significant financial resources, we may be subject to allegations that such employees have been improperly solicited, or that they
have divulged proprietary or other confidential information or that their former employers own such employees� inventions or other work
product.

In addition, we believe that it is important to establish and maintain a corporate culture that facilitates the maintenance and transfer of
institutional knowledge within our organization and also fosters innovation, teamwork, a passion for customers and a focus on execution. Our
Chief Executive Officer, our Chief Operating Officer and certain other key members of our management and finance teams have only been
working together for a relatively short period of time. If we are not successful in integrating these key employees into our organization, such
failure could delay or hinder our product development efforts and the achievement of our strategic objectives, which could adversely affect our
business, financial condition and results of operations.

Our employees, including our executive officers, work for us on an �at-will� basis, which means they may terminate their employment with us at
any time. We do not maintain key person life insurance policies on any of our key employees. If one or more of our key employees resigns or
otherwise ceases to provide us with their service, our business could be harmed.

If we are unable to maintain successful relationships with our channel partners and technology alliance partners, or if our channel partners
or technology alliance partners fail to perform, our ability to market, sell and distribute our platform will be limited, and our business,
financial position and results of operations will be harmed.

In addition to our direct sales force, we rely on our indirect channel partners to sell and support our platform. We derive a substantial portion of
our revenue from sales of our products through our indirect channel, and we expect that sales through channel partners will continue to be a
significant percentage of our revenue. We also partner with our technology alliance partners to design go-to-market strategies that combine our
platform with products or services provided by our technology alliance partners.

Our agreements with our channel partners and our technology alliance partners are generally non-exclusive, meaning our partners may offer
customers products from several different companies, including products that compete with ours. If our channel partners do not effectively
market and sell our platform, choose to use greater efforts to market and sell their own products or those of our competitors, or fail to meet the
needs of our customers, our ability to grow our business and sell our platform may be adversely affected. Our channel partners and technology
alliance partners may cease marketing our platform with limited or no notice and with little or no penalty, and new channel partners require
extensive training and may take several months or more to achieve productivity. The loss of a substantial number of our channel partners, our
possible inability to replace them, or the failure to recruit additional channel partners could materially and adversely affect our results of
operations. In addition, sales by channel partners are more likely than direct sales to involve collectability concerns, particularly in developing
markets. Our channel partner structure could also subject us to lawsuits or reputational harm if, for example, a channel partner misrepresents the
functionality of our platform to customers or violates applicable laws or our corporate policies.
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Our ability to achieve revenue growth in the future will depend in part on our success in maintaining successful relationships with our channel
partners, and to train our channel partners to independently sell and deploy our platform. If we are unable to maintain our relationships with
these channel partners or otherwise develop and expand our indirect sales channel, or if our channel partners fail to perform, our business,
financial position and results of operations could be adversely affected.

Because we depend on a limited number of manufacturers to build the appliances used in our platform, we are susceptible to manufacturing
delays and pricing fluctuations that could prevent us from shipping customer orders on time, or on a cost-effective basis, which may result in
the loss of sales and customers.

We depend on a limited number of third-party manufacturers, primarily Flextronics Telecom Systems, Ltd., as sole source manufacturers for our
appliances used in our platform. Our reliance on a limited number of third-party manufacturers reduces our control over the manufacturing
process and exposes us to risks, including reduced control over quality assurance, product costs, and product supply and timing. Any
manufacturing disruption by these third-party manufacturers could severely impair our ability to fulfill orders on time. If we are unable to
manage our relationships with these third-party manufacturers effectively, or if these manufacturers suffer delays or disruptions for any reason,
experience increased manufacturing lead-times, capacity constraints or quality control problems in their manufacturing operations, or fail to
meet our future requirements for timely delivery, our ability to ship products to our customers would be severely impaired, and our business and
results of operations would be harmed.

In addition, we may be deemed to manufacture or contract to manufacture products that contain certain minerals that have been designated as
�conflict minerals� under the Dodd-Frank Wall Street Reform and Consumer Protection Act. As a result, in future periods, we may be required to
diligence the origin of such minerals and disclose and report whether or not such minerals originated in the Democratic Republic of the Congo
or adjoining countries. The implementation of these new requirements could adversely affect the sourcing, availability, and pricing of minerals
used in the manufacture of our products. In addition, we may incur additional costs to comply with the disclosure requirements, including costs
related to determining the source of any of the relevant minerals and metals used in our products.

Our third-party manufacturers typically fulfill our supply requirements on the basis of individual orders. We are subject to a risk of supply
shortages and changes in pricing terms because we do not have long-term contracts with our third-party manufacturers that guarantee capacity,
the continuation of particular pricing terms or the extension of credit limits. Our contract with our primary manufacturer permits it to terminate
such contract at its convenience, subject to prior notice requirements. Any production interruptions for any reason, such as a natural disaster,
epidemic, capacity shortages, or quality problems at one of our manufacturing partners would negatively affect sales of our products and
adversely impact our business and results of operations.

We rely on revenue from subscriptions and service contracts, and because we recognize revenue from subscriptions and service contracts
over the term of the relevant subscription or service period, downturns or upturns in sales are not immediately reflected in full in our results
of operations.

Subscription and services revenue accounts for a significant portion of our total revenue, comprising 21%, 26% and 37% of total revenue for
2010, 2011 and 2012, respectively, and 38% and 46% for the nine months ended September 30, 2012 and 2013, respectively. Sales of new or
renewal subscription and service contracts may decline or fluctuate as a result of a number of factors, including customers� level of satisfaction
with our products and subscriptions, the prices of our products and subscriptions, the prices of products and subscriptions offered by our
competitors or reductions in our customers� spending levels. If our sales of new or renewal subscription and service contracts decline, our
revenue and revenue growth may decline and adversely affect our business. In addition, we recognize subscription and service revenue ratably
over the term of the relevant service period, which is generally between one to five years. As a result, much of the subscription and service
revenue we report each quarter is derived from subscription and service contracts that we sold in prior quarters.
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Consequently, a decline in new or renewed subscription or service contracts in any one quarter will not be fully reflected in revenue in that
quarter but will negatively affect our revenue in future quarters. Accordingly, the effect of significant downturns in new or renewed sales of our
subscriptions or services is not reflected in full in our results of operations until future periods. Also, it is difficult for us to rapidly increase our
subscription revenue through additional sales in any period, as revenue from new and renewal subscription contracts must be recognized ratably
over the applicable service period. Furthermore, any increases in the average term of subscriptions contracts would result in revenue for those
subscription contracts being recognized over longer periods of time.

U.S. federal, state and local government sales are subject to a number of challenges and risks that may adversely impact our business.

Sales to U.S. federal, state, and local governmental agencies have in the past accounted for, and may in the future account for, a significant
portion of our revenue. Sales to such government entities are subject to the following risks:

� selling to governmental agencies can be highly competitive, expensive and time consuming, often requiring significant upfront time
and expense without any assurance that such efforts will generate a sale;

� government certification requirements applicable to our products may change and in doing so restrict our ability to sell into the U.S.
federal government sector until we have attained the revised certification;

� government demand and payment for our products and services may be impacted by public sector budgetary cycles and funding
authorizations, with funding reductions or delays adversely affecting public sector demand for our products and services;

� we sell our platform to governmental agencies through our indirect channel partners, and these agencies may have statutory,
contractual or other legal rights to terminate contracts with our distributors and resellers for convenience or due to a default, and any
such termination may adversely impact our future results of operations;

� governments routinely investigate and audit government contractors� administrative processes, and any unfavorable audit could result
in the government refusing to continue buying our platform, which would adversely impact our revenue and results of operations, or
institute fines or civil or criminal liability if the audit uncovers improper or illegal activities; and

�
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